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Arvamuse avaldamine eelnoule (KrMS jt seaduste muutmise seadus (ametiprivileegid))

Taname, et saatsite Andmekaitse Inspektsioonile (AKI) arvamuse avaldamiseks
kriminaalmenetluse seadustiku (KrMS) ja teiste seaduste muutmise seaduse (ametiprivileegid)
eelndu. Meil on esitatud eelndu osas jargmised tdhelepanekud.

I. Eriliiki isikuandmed

Eelndu seletuskirjas (Ik 6) on 6eldud, et teabe kvalifitseerumine eriliigilisteks isikuandmeteks ei
ole samuti oluline — stilitegude uurimine ja nende toimepanijate karistamine on avalik huvi, mis
tildjuhul kaalub {iles diguse eraelu puutumatusele. Peame vajalikuks juhtida tihelepanu, et
isikuandmete kaitse {ildmairuse (IKUM) jirgi vajavad eriliiki isikuandmed erilist kaitset ja nende
tootlemine on lubatud juhul, kui on kehtestatud sellekohane regulatsioon liikmesriigi diguses ja
eeldusel, et olemas on asjakohased kaitsemeetmed, et tagatud oleks isikuandmete ja pShidiguste
kaitse (vt IKUM pp 52). Sarnase kaitse nieb ette ka diguskaitseasutuste andmetddtluse
direktiivi (LED direktiiv) artikkel 10. Seetottu ei saa eriliiki isikuandmete to6tlemise nduded jitta
korvale pelgalt pdhjendusel, et igasuguse siiiiteo karistamine on avalik huvi, vaid oluline on siiski
leida tasakaal erinevate diguste ja huvide vahel, tagades ka vajamineva regulatsiooni eriliiki
isikuandmete tohusaks kaitseks.

I1. Nousolek

Kavandatav KrMS § 64! 10ige 3 sitestab, et kliendi ndusolek tiihistab ametiprivileegi. Seletuskirjas
on tipsustatud, et ndusolek kiib teabe, mitte liksnes iihe menetlustoimingu voi tdendiallika kohta:
andes nousoleku teabe kohta tdendeid koguda, on teabe konfidentsiaalsusest loobutud ning sama
teabe kohta voib koguda erinevaid tdendeid erinevate menetlustoimingutega — néiteks kui patsient
on nous oma terviseandmete kasutamisega kriminaalmenetluses, voib lisaks haigusloo haiglast
véljandudmisele iile kuulata ka inimest ravinud arsti ja teda abistanud de. Eelndu nideb ette, et
nousolekut ei saa tagasi votta.

Kuna seletuskirjas on avatud, et ametiprivileegiga on kaitstud igasugune teave, sh isikuandmed,
siis ndusolek teabe avaldamiseks tihildub laias laastus mh ka isikuandmete to6tlemiseks antava
ndusolekuga. Samas nieb IKUM ndusolekule ette viiga kindlad kriteeriumid. LED direktiiv
vélistab aga iildjuhul ndusolekule tuginemise (pp 35: péddevatele asutustele institutsiooniliselt
siilitegude tokestamise, uurimise, avastamise ja nende eest vastutusele vOtmise eesmargil
seadusega antud iilesande tditmine annab neile diguse nduda voi kohustada, et fiiiisilised isikud
vastaksid esitatud taotlustele. Sellisel juhul ei tohiks andmesubjekti ndusolek (mis on méidratletud
madruses (EL) 2016/679) olla diguslik alus isikuandmete tootlemiseks padevate asutuste poolt.
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LED direktiivi pp 38 tdpsustab, et isikuandmete tootlemine peaks samuti olema Oigusaktiga
lubatud, kui andmesubjekt on andnud sdnaselge ndusoleku selliseks isikuandmete toStlemiseks,
mis on tema suhtes erakordselt sekkuv. Andmesubjekti ndusolek iseenesest ei peaks siiski olema
oiguslik alus selliste delikaatsete isikuandmete t66tlemiseks paddevate asutuste poolt.

Ka isikuandmete kaitse seaduse (IKS) § 15 néeb ette, et diguskaitseasutus voib isikuandmeid
toodelda seaduse alusel. Eriliiki isikuandmete to6tlemise lubatavus on sitestatud IKS §-s 20, mis
samuti ei nde ette voimalust toddelda isikuandmeid nousoleku alusel.

Seletuskirjas (Ik 19) on mirgitud, et IKUM artiklid 17, 18 ja 21 nidevad andmesubjektile ette
voimaluse nouda oma isikuandmete kustutamist, to6tlemise piiramist ja lopetamist, kuid need
kriminaalmenetlusele ei rakendu, nagu sitestab IKS § 4 1g 2 p 4. Esiteks juhime tdhelepanu, et
IKS § 4 reguleerib ajakirjanduslikul eesmargil isikuandmete tootlemist ning ei sisalda 1dikeid,
seega jaab arusaamatuks seletuskirja viide kdnesolevale paragrahvile. Teiseks selgitame, et ekslik
on arusaam, et IKUM-i saaks valikuliselt kohaldada. Kui isikuandmete tootlemise aluseks on
ndusolek, siis selle tagasivotmist ei ole voimalik siseriikliku digusega piirata. Nousoleku andmist
ja tagasivotmist reguleerib IKUM artikkel 7, mille 18ige 3 nieb ette, et andmesubjektil on digus
oma nousolek igal ajal tagasi votta. Nousoleku tagasivotmine ei mdjuta enne tagasivotmist
ndusoleku alusel toimunud to6tlemise seaduslikkust. Andmesubjekti muude diguste piiramine on
lubatud ainult kooskdlas IKUM §-ga 23.

Kokkuvottes oma olemuselt ei tohiks iildse siiiiteomenetluses ndusolekule tugineda, aga isegi kui
tugineda, siis see tekitab paratamatult segase olukorra, kas eelndu kohaselt on ndusolek sama
tahendusega, mida madistetakse ndusoleku all andmekaitse vaatest. Eelndous on seos isikuandmete
tootlemisega jaetud tdielikult tdhelepanuta ja see tekitab potentsiaalse olukorra, kus edaspidi pole
selge, millisest regulatsioonist teabe avaldamisel ja ndusoleku mdiste sisustamisel ldhtuda.

III.  Tervishoiuteenuse osutajate ametiprivileegid

Eelndus luuakse mh tervishoiutdotajatele laiem voimalus hoida oma tegevuses teatavaks saanud
teavet salajasena. Samas on juba tdna diguskaitseasutusel keeruline saada teo toime pannud isiku
kohta tervisealast teavet, sest selle viljandudmiseks pole Oiguskaitseasutustele loodud selget
oiguslikku alust. Nii ei lahendata seda kiisimust ka kdesolev eelndu, vaid hoopiski laiendatakse
tervishoiutdotajate saladuse hoidmise digust.

AKI on saanud mitmeid poordumisi tervishoiuteenuse osutajalt, kus kiisitakse, kas politsei tohib
kiisida kahtlustatava voi menetlusaluse isiku vididetavale ndusolekule tuginedes terviseandmeid
vilja. Oleme seisukohal, et pigem peaks andmete véljakiisimine toimuda selgetel seaduses
reguleeritud tingimustel.

Seletuskirja (Ik 3) on probleemina vélja toodud, et puudub selge regulatsioon selle kohta, kuidas
tuleks tagada ametiprivileegi maksma panemine olukorras, kus nt uurimisasutus seda ei austa. See,
et oiguskaitseasutustele pole head seaduslikku alust terviseandmete viljandudmiseks ja hoopis
lahenetakse véidetava nousoleku kaudu, nditabki seda, et ka seda ndusolekut voidakse hakata
jarjest enam &dra kasutama, kuigi diguskaitseasutus peaks tegutsema seaduse alusel.

Seletuskirjas (lk 23) on tdpsustatud, et punktis 3 sdtestatud ametiprivileegiga holmatud andmeid
sisaldavate tOendite kogumiseks loa andmise kord lahendab é&ra ka probleemid seoses
terviseandmetele juurdepddsuga, mis tekkisid parast Riigikohtu lahendit asjas nr 1-20-5071. Ehkki
valdavalt saab menetleja terviseandmetele ligi patsiendi ndusoleku alusel. Meie saame sellest aru
nii, et vaikimisi diguskaitseasutus kiisib tervishoiutdotajalt andmed vélja inimese ndusolekule
tuginedes. Kui tervishoiutodtaja keeldub viljastamast, poordub diguskaitseasutus kohtu poole ja
kiisib luba. RGhutame, et ndusolek ei ole lahendus terviseandmete tootlemiseks.
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IV. Kaalumise labiviimine

Kavandatava KrMS § 642 16ike 1 punkt 3 annab voimaluse kohtul kaaluda iihelt poolt avalikku
menetlushuvi ja teiselt poolt isikute pdhidiguste riivet, mida ametiprivileegiga hdlmatud teavet
sisaldava tdendi kogumine endaga kaasa tooks. Seletuskirjas on tdpsustatud, et kaalumisel arvestab
kohus kahte kriteeriumi:

a) andmed, mille kohta tdendeid koguda soovitakse, on véltimatult vajalikud
kriminaalmenetluse eesmérgi saavutamiseks - see tihendab eelkdige, et teave on asjassepuutuv ja
oluline ning seda ei ole voimalik ilma ametiprivileegi ritvamata saada.

b) isikudiguste riive proportsionaalsus.

Juhime tdhelepanu, et selgusetuks jddb, kuidas reaalsuses kaalumine toimuma hakkab nt
tervishoiuteenuse osutajate puhul. Selleks, et hinnata, kas andmete saamine on véltimatult vajalik
voOi kas riive on proportsionaalne, peaks kohus ise nende andmetega tutvuma. Muul juhul ei ole
voimalik hinnata, kas koik terviseandmed ja nende kogumine on ikka valtimatult vajalik.

Seejuures on kiisitav, kuidas iilaltoodud suhestub KrMS § 107 16ike 3 tdiendamise pdhjendustega.
Seletuskirjas Geldakse, et ekspertiisiaktis sellise teabe [eriliiki andmete] esitamine pdhjustab
olukorra, kus ekspertiisiaktiga koos saab kohtule teatavaks informatsioon, mida tegelikult kohtule
esitada ei saaks. Jadb arusaamatuks, kuidas peaks Tthest kiiljest kohus andma loa
Oiguskaitseasutusele tervishoiuteenuse osutajalt teabe véljandudmiseks, kui ta ei tea, mis andmed
tildse on ja teisalt iitleb eelndu, et kohus ei tohiks ekspertiisiaktil iildse pdhjendamatuid andmeid
niha.

V. VTMS § 32! tiiendamine

Eelndu sidtestab, et advokaadi vdi kaitsja ametiprivileegiga holmatud teavet sisaldava tdendi
kogumise eesmairgil on lubatud menetlustoiminguid teha iiksnes neis viirteoasjades, mille
esemeks on andmekaitse- , rahapesu-, keskkonna-, konkurentsi-, maksu-, tolli-, korruptsiooni- voi
riigisaladuse kaitse alane vadrtegu. Seletuskirjas on tidpsustatud, et eelndu kohaselt lisatav séte
piirab kriminaalmenetluslike vahenditega tdendite kogumise vdimalusi véérteomenetluses.
Uldiselt toimub tdendamine ja tdendite kogumine viirteomenetluses kriminaalmenetluse
seadustikus sédtestatud korras, kui védidrteomenetluse seadustik ei nde ette erisusi.
Ametiprivileegidesse puutuv KrMS-s kohaldub ka vidrteomenetluses.

Seejuures jadb selgusetuks, kuidas suhestub siia tervishoiuteenuse osutajatelt teabe kiisimine.
AKI-l on paljud menetlused seotud nt tervishoiutdotajate poolt uvudishimupidringutega. Kui
tervishoiutddtajatel on ametiprivileegist tulenev teabe hoidmise kohustus, siis voib jireldada, et
uus séte vilistab voimaluse neilt tdendeid koguda (sh ka nende infosiisteemist, vt seletuskiri 1k
24). Meie hinnangul vdib kavandatav eelndu piirata oluliselt AKI kui andmekaitseliste vaartegude
menetlemise. Samas arvestades, et IKUM annab AKI-le vdimaluse kiisida vilja kdike vajalike
tdendeid (ka siis, kui siseriiklik siititeomenetlust reguleeriv digus sellist voimalust ette ei néie), on
ebaselge, kuidas rakendada eelndu regulatsiooni koosmdjus IKUM-ga.
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